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Thank you for your interest in TechServ’s Web and File Hosting Service. Please do not get 
intimidated by the length of this guide as most of it consists of large screenshots. 
 
This is a free service provided to all Student Organizations at Drexel University by TechServ. 
The intent is to make it easier for Student Organizations to store data (i.e. documents, pictures, 
videos) and create/manage a public website. Although Drexel IRT provides personal accounts 
for similar purposes, these are limited in their storage size as well as their website flexibility. 
This is the reason this project was started by TechServ, with the assistance of the OCA, SAFAC, 
and IRT. 
 
There are two main parts of this service: File Hosting and Web Hosting.  
 
File Hosting simply means that Student Organizations are given a user account on the TechServ 
server, where they can store files. Data stored here is accessible to them 24/7 anywhere they have 
an internet connection. Also, there are no storage amount limits. 
 
In addition to just storing files, it is also possible for Student Organizations to create a website 
and have it stored in this space; this is known as Web Hosting. Since TechServ has received 
feedback that many Student Organizations do not have web design experience, we have 
implemented WordPress, which is a popular, easy-to-use software package for building and 
maintaining websites. Users should be able to pick it up quickly by playing around with the 
features offered and by doing some simple internet searches. 
 
 
This guide is divided into four main parts: 
 
– Part 1 – Requesting a Web Hosting Account 
 
– Part 2 – File Hosting and Management 
 
– Part 3 – Creating a Website using the WordPress Auto-installer 
 
– Part 4 – Managing and Editing your WordPress Website 
 
– Appendix A – Logging in from Off-campus (using VPN) 
– Appendix B – Changing your Password 
– Appendix C – Installing Updates, Themes, and Plugins in WordPress 
 
Note: For Parts 2 and 3, you must be connected to the internet using a Drexel Network. Any 
computer on Drexel’s campus should work (i.e. Library, Dragofly, ResNet, Korman Center, 
etc.). If you are off-campus, it is possible to complete these steps, but there is a simple extra 
step you have to take before Part 2. See the Appendix A for details. 
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Part 1– Requesting a Web Hosting Account 
 
If you have already filled out a Web Hosting Request form, you can skip Part 1. 

 
First, you need to fill out a TechServ “Web Hosting Request form”. This is a 1-page PDF that 
gives TechServ some basic information about your Student Organization.  

 
The form is located on the same page as this guide, at the following link: 
http://www.dusers.drexel.edu/techserv/index.php?page=hosting 
 
 
You can fill this out electronically and e-mail back to us at techserv@drexel.edu. 
 
After you fill out this form, TechServ will create an account for you on the TechServ Server 
(known as “Hellfire”). This information will be e-mailed to the Primary Contact Person 
(Webmaster) indicated on the form. You will receive the following information: 

 
• Server Username:   this will be what you entered for “Desired URL” on the form. 
 
• Server Password:   this will be auto-generated. You can change it later (see 

Appendix B). 
 
 
You will also receive the following additional information regarding a MySQL database. In 
order to have a feature-rich website such as one powered by WordPress, you need to have a place 
to store the settings (i.e. layout, formatting, etc.), and this is what the MySQL database is used 
for. You do not directly interact with this database, as WordPress will do this automatically.  
After this information is used to set up WordPress, you will most likely never have to use 
this database information again. 
 
TechServ will create a database for you if you indicated on the form that you do not have a 
website. If you already have a website, TechServ can import your database information if 
needed. Please contact us at techserv@drexel.edu to arrange this. 

 
MySQL database information: 

 
• Database Username:  this will be what you entered for “Desired URL” on the form 

(the same as your Server Username above). 
 
• Database PW:   this will be auto-generated.  You will only use this once, in Part 3, 

so you do not have to change it. 
 

• Database Name:  this will be what you entered for “Desired URL” on the form (also 
the same as your Server Username). 

 
• Host: localhost  this will remain as “localhost” for everyone. 
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Part 2 – File Hosting Management (see Appendix A if off-campus) 
 
Now that you have your Server Username and Password, you can log onto the TechServ Server 
to store files. We will first cover how to do this from your internet browser. Go to the following 
page, and enter your login credentials: 

 
https://www.dusers.drexel.edu/login 
 

 
 
 
 
 
 
 
 
 
 
You can also reach this page from the “Web and File Hosting” page on the TechServ website. 
After logging in, you will see the TechServ Usermin Web Interface. This interface lets you 
interact with the TechServ Server. You can add and retrieve files from the server, automatically 
install a WordPress website (which we will cover in Part 3), and even change your Server 
password (see Appendix B). 
 

 
  
 

 
 
 
 
 
 
 
 
 
 
 
In order to add or retrieve files from the server, click on the green box next to the “Others” link 
on the left-hand side. This will expand the category (see screenshots on next page). Then, click 
on “File Manager”, and wait a few seconds for it to load. You will notice that there are already a 
few files and folders in your directory. The “public_html” folder is where your website will 
eventually be located. If you are going to install WordPress using the auto-installer (in Part 3), 
you do not need to modify it.  
 
Use the “Upload” and “Save” buttons at the top of the File Manager (large blue arrows icons) to 
add or download files to your account. This is all you need to start storing files on the server! 

https://www.dusers.drexel.edu/login


 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



Note: You can also log into the Server to add/remove files by using any FTP/SFTP software, 
like the SSH Secure Shell client (provided by Drexel at https://software.drexel.edu) or the 
FileZilla client (free, http://filezilla-project.org/ ). This method may be easier for people who 
manage multiple other SFTP accounts, such as DUNX1. After installing the SFTP software of 
your choice, you will be asked for the following information to connect to the server: 
 

• Host: hellfire.dusers.drexel.edu 
• Username: same as Server Username 
• Password: same as Server Password 
• Port number: 22  this usually defaults to 21 or 22. If 22 does not work, try 21. 

 
 
 
Part 3– Creating a Website using the WordPress Auto-installer 
 
Now that you are familiar with the Usermin Web Interface, it is time to create your website. 
Once you are logged into Usermin, click on “Custom Commands”, which is also under the 
“Others” link. You will then see a “Install WordPress” command, which you should click. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
After clicking “Install WordPress” from the “Custom Commands” page, you will see the 
output from the command (see the screenshot on the next page). This should not take more than 
1-2 minutes.  
 
The output will tell you that WordPress has been installed successfully, and will provide you 
with a URL to finish setting up the WordPress website. Copy-and-paste the URL shown into 
your browser to continue. 
 
The URL will be similar to this: 
http://www.dusers.drexel.edu/~your username/wp-admin/setup-config.php 
 
 
 

https://software.drexel.edu/
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You will then arrive at a WordPress Welcome Page. It notifies you that you will need a few 
pieces of information before continuing. This is the information that was explained in Part 1 of 
this guide, so have it ready. Click the “Let’s go!” button at the bottom to continue, and enter the 
necessary information on the subsequent page. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



 
 
  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



After this step, you will come to a confirmation screen. Accept the confirmation, and then you 
will proceed to a page where you create a WordPress login account. This will be the account 
used to manage and edit your website. This is totally unrelated to the Server account you 
have been using up till now.  
 
You can create whatever username and password you wish. You can also use whatever e-mail 
address you want, but we recommend using the e-mail listed on the Web Hosting Request form. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
This means that after you finish creating your WordPress account, you will be able to access 
your website directly, without having to log into the TechServ Usermin Web Interface (more 
details in Part 4).  
 
At this point, we have created two accounts, one for accessing the TechServ Server, and one for 
editing your WordPress website (which resides on the server). 
 

• The Server account allows you to: 
o Manage files on the Server 
o Install WordPress 
o Install updates, plugins, and themes for WordPress using the WordPress 

Dashboard 
o Is the username located at the end of your website’s URL  

 
• The WordPress account allows you to: 

o  edit and manage your website 
 

 
One important note: For major updates to your WordPress website (such as installing updates, 
plugins or themes), WordPress will prompt you for a Username and Password when you click on 
the “Updates” area on the WordPress Dashboard. For these updates, you need to enter your 
TechServ Server account credentials, not the credentials you use for logging in to edit your 
WordPress website. See Appendix C for details. 
 



Part 4– Managing and Editing your WordPress Website 
 
Congratulations! You have finished creating your Student Organization website template! 
 
The URL for your website will be:  
http://www.dusers.drexel.edu/~your TechServ Server username 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
To manage your website, you just need to add “/wp-admin” to the end of the URL: 
http://www.dusers.drexel.edu/~your TechServ Server username/wp-admin 
 
Important note: You do NOT have to be on the Drexel Network or use the VPN to edit 
your website. That is only for logging into the Usermin web interface. 
 
Log in with the WordPress Username and Password that you created, and you should then see 
the WordPress Dashboard (see screenshot on next page). The Dashboard is where you can add 
new pages, edit existing pages, change the style, and add content. WordPress was chosen for this 
project due to its popularity and ease of use. With some experimenting and Google research, you 
should be able to customize your website to your liking.  



 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



Appendix A– Logging in from Off-Campus using VPN  

In order to use the TechServ Usermin Web Interface from off-campus, you need to first log into 
the Drexel network. Drexel has set up a Virtual Private Network, or VPN, for this purpose.  

This is a simple process, which can be done by going to the following URL and entering your 
DrexelOne credentials: 

http://vpn.drexel.edu 

 Note that you do NOT need to do this to for log into and edit your WordPress site. 
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Appendix B – Changing your TechServ Server Account Password 
 
If you plan on frequently managing files on the TechServ Server, you will probably want to 
change your TechServ Server Password. This can be done at any time, however, we suggest 
doing this AFTER your WordPress website is set up and working.  
 
(Note: To change your WordPress password, log into your Dashboard, and click the “Users” link 
on the right-hand side) 
 
To change your TechServ Server password, you will need to log into the Usermin Web Interface 
(from Part 2). From there, you will have to click the small green box next to “Login” and then 
click “Change Password”. After entering your new password, you should get a confirmation 
message stating that it was changed successfully. 
 
Try logging out and logging back in with the new password to confirm the change.  
 
If you are having trouble, send an e-mail to techserv@drexel.edu to have your password reset. 
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Appendix C – Installing Updates, Themes, and Plugins in WordPress 

One of the main reasons for going with WordPress for this project was due to the wide variety of 
plugins and themes available. These enable you to customize your website with relative ease.  

However, because WordPress is actively developed, there are often updates to themes, plugins, 
and even WordPress itself.  

There will be an icon with a number near the “Updates” section of the Dashboard, which 
indicates the number of updates available. The general procedure for updating is the same, 
whether it is a plugin, theme, or just a general update.  

These steps are outlined in the screenshots below, using “Akismet” as an example plugin (it is 
one of the defaults). 

Since these are significant changes to your website, WordPress does them over a secure 
connection, and asks for your Server Username and Password (They call these “FTP/SSH” 
credentials). These are the credentials you use to log into the TechServ Usermin Web 
Interface, NOT the ones you use to edit your WordPress site. 

The method of secure connections that TechServ uses for this major updates is “SSH2”. 
WordPress will prompt for Public and Private Authentication Keys when this option is selected, 
but these fields should be left blank. 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Note that after their initial installation, plugins and themes can be “Activated” or “Disabled”. 
Most are disabled by default, and can be activated using the appropriate Dashboard link (either 
“Plugins” for plugins or “Appearance” for themes). This enables making quick changes to your 
website, and avoids the need for installing/deleting these items multiple times. 


